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Project Goal

* IN CYBERSECURITY
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Develop a sustainable, skills-based, competency-
focused workforce development program to educate
rain existing and future workforce in four critical
fr ture sectors

. Energy

» Government facmtlunlf
* Finance J/ SymﬁOS/.L/
4,

* Telecommunications
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- Objective 1: Create stackable, scalable, and workforce-
ready curricula mapped to NICE Cybersecurity
Workforce Framework and DOD Cyber Workforce

émework (DCWF) work roles and competencies.

Develop/use a prior aptitude assessment

: : too ticipants’ skills and intentions to
ObJeCtIVeS varlous curricu /7/?( the most effective one.

* Objective 3:
* 3.1 Create a recruitment plan target| ‘?? an5|t|on|ng
military, military spouses, first responders, a

professionals in the technology, energy and flnana Sciu,h

* 3.2 Offer pathways
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* Objective 4: Develop a workforce readiness
assessment tool to map participants’ skills and
knowledge to job descriptions and work roles.

ctive g:
5 1 nduct series of mini workshops to train all participants
OE|ItI0n on the use and applications of Generative Al

Objectives

in Cyb rSe

(CO ntld) » 5.2 Conduct wo on information session,

orientation, career re tifi€ation readlness and
research readlness

* Objective 6: Help participants flno'l{m
leveraging the national employers’ netwo %
CyberSkills2Work coalition and also using our ow /77

employer partners.
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University of New Haven

(Al in Cyber & Cyber Threat

Intelligence for finance)
Northeastern Region

Orientation and
Introductory

University of North Texas
(Workforce Readiness
Assessment Tool) Skilled

Southwestern Region |:> workforce in
critical sectors:

|:> Finance, Energy
Leveraging National Communications,

Employers Network via Govt. facilities
CyberSkills2Work

Tennessee Tech University
) (Cybersecurity in Energy)
ptit Southern Region
Assessment L

to match

participants

Targeted recruitment
of veterans,
transitioning military,
first responders,
military spouses

Career, certification
and research
readiness

workshops Coastline Community College

Telecommunications)
Western Region

Continuous feedback and
engagement with Partners




Project
Uniqueness

and
Innovation
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* Innovative workforce readiness assessment tool

rkshop series on Generative Al

. athway
. Informatm% tat on workshop series for all

participants
* Centralized portal for ap ica

>
J/mD Os /'Um
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CyberThreat Introduction to Cyber Threat for
I~telligence for finance
& Sinanc~ Professionals

Fall 2025 Fall 2026

Cybersecurity Incident Response  Spring 2026 Spring 2027

CO urses an d and Management for finance
Pathways = : ’f?ng Assessment for Spring 2026 Spring 2027

UNewHaven /{l/
Al in Cybersecurity Introduction to Data ScieS

.ry ing 2026 Spring 2027
Python

OLF
Introduction to Machine Learning  Summer 2 Sw 027

Al and Cybersecurity Summer 2026  Summer 2027
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Pathways Courses Cohort1 Cohort 2
(optional year)

| [ A Bl Digital Tools for the Spring 2025 ~ Summer 2026

CO urses an d (L0) i1 Cybr.>~curity Information World
PathWayS B &Jﬁtim to Information Summer 2025 Fall 2026
it /

Hawall lj/ ﬁ
Introduction to Net .rymzog Spring 2027
Introduction to Computer Spr@@@7.zer 2027

Security ,77
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~ (optional year)

&/ g A e e isn B Introduction to Cybersecurity  Summer Fall 2026
Energ /Sector and Privacy 2025

q
Courses and

Pathways -
Systems Sprin Spring 202
Tenn Tech SQIT y e

2026
Special Topics: Securﬁy er Summer 2027
Systems DO .

IT Security Fall 2025 Fall 2026
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Cybersecurity Introduction to Summer 2025 Fall 2026

L1 EL S E IS Cybersecurity

Spring 2025

Computer Networking Summer 2025  Fall 2025 Fall 2026

Courses and Sl N

Pathways - cm
Systems (S

Coastline

y©perating Summer 2025  Fall 2025 Spring 2027
r&)

Programming

Introduction to Pythonf_yall Q.V Spring 2026 Spring 2027

Network Security Fall 2025 Spri@@ mer 2027
(Security+) U ,h
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Institution Year 3 (optional)

University of New Haven In development 40 20

{ 25 will start in
| Tennefsee echnologlcal year 1 & continue in

Targeted Giniv Q! e N .
N um be I Of |II start in year

e University of Hawaii — /7n nue in
Participants College 30 30

Coastline College 15

e andd Tool use and data

University of North Texas Tool development coIIection
Yearly Total 70 110 (55 new)
Cumulative Program Total 70 125 200 h
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: L ( ) Course learning ( Instructor )
Nnnovative
I College creates automatically -l ig ts (e.g.,
courses selected based on =1l homework, lab,
KSAs and DCWF projects) based on the
O r O rce & 1 work roles 2 outcomes 3
Instructor creates I 4 - t
SSGSS nent St sl -} Instructor grades i portiirenacrint Is
outcome (i.e., for egac 4 ig t assignments b.ase's‘ generated for eac 7
topic also called micro on the rubric topic in a course
credit)

Tool




Workshop

Series on
Generative Al
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* Co-Pl Gupta and team from Tennessee Tech University

will conduct a series of mini-workshops on the use of
GenAl in cybersecurity.

@ orkshop’s objective is to impart knowledge about

ogy, like ChatGPT, and offer a hands-on
experlenc end its cybersecurity
implications.

* The workshop is de5|gnedj(b& gap between

cybersecurity professionals and pol gy,
fostering the benefit of both offenswe an é Y

security efforts. 87(//77
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Workshop (‘jﬁicsz

: roduction to GenAl technology and mechanisms
Series on ihd |

Generative Al - Attackin }e'z( ethical and privacy violation

(COnt’d) * GenAl for cyber S
Ym D0
S /U
m

* GenAl for cyber defense




Questions?
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Ti nkar Ghosh, University of New Haven

. @/?t?/ Tennessee Technological University
* Debasis Bhat m , Mniveysity of Hawaii - Maui College
* Tobi West, Coastline Ife}{f

- Ram Dantu, University of NortH Tex

)
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