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- Al is transforming cybersecurity by detecting

threats and automating responses.

- The industry needs cybersecurity

professionals with Al expertise.

- ECPI University has developed a tiered Al

curriculum to meet this demand.
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Level 2:
Level 1: | |
Cybersecurity Al Use Cases Sty Brsmoiia
ECPI
University
Al Tiers
tevel Level 3:
Cybersecurity Al Tools

Cybersecurity Al Deplovsiient
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* Teaches prompt engineering for log analysis and automated

ent response,
Cybersecurity Al C

Prom ptlng o Enhancél}mci\andllng cybersecurity incidents.
* Delivered through specialized er&Ves




Cybersecurity Al
Tools

* Hands-on practice with Al-enabled security tools.
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. Gwdes students in building and training Al models.

Cybersecurity Al

Model Design o Usegmmooks for machine learning applications.
* Incorporated into advance![J/y @:i; courses.
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 Offers real-world experience in Al-driven cybersecurity
implementation.

Cybersecurity Al ( :Q
Deployment * Cov mheiﬁ on-premise deployment strategies.
* Culminates in capstone/pzéz%mslaﬂmg practical

application. /77 |
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* Al levels are embedded in core cybersecurity curriculum.

Integration into

Cvbersecurit Q
V4 Y % ts develop Al skills alongside traditional
ersecC

Courses cyb Z/
* Prepares students for real- Wor,J/ybsyy| challenges.
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* Supports CAE-CD knowledge units and competencies.

Alignment with

CAE-CD C@lﬁdustry certifications (AWS Cloud Practitioner,

Objectives Comp 1A SefuyfTly).
Un,

* Ensures students graduate WIMC - y with Al-powered
cybersecurity skills. ,)7
IOOS /




CAE

. IN CYBERSECURITY
COMMUNITY

Workforce
Readiness & * Why employers seek Al-skilled cybersecurity professionals.
Industry

Demand . ExaQ/g)?\’)gied cybersecurity roles and hiring trends.

Un;
* Testimonials from indust/;?ljj;ls cS‘e value of Al-trained

graduates.
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Add ressing the * Challenges in integrating Al into cybersecurity programs.

Al Cybersecurity

Skill Gap . SoILQIs’nm?r‘s;y has implemented.
! J
* Future improvements aQ«le ?ements.
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Future * Emerging Al trends in cybersecurity.
Directions in Al

& Cybersecu rity . Potgmmo(p;)rtunities and advancements.
Ny
* Expanding Al education to !d@lfu@ﬁustry needs.
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* Engaging with the CAE-CD community.

Call for ( :@
* Op m or research, industry partnerships, and curriculum

Collaboration

enhanceme
* Open invitation for feedback aukor@iliO/s.
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* Recap of ECPI’s Al-driven cybersecurity curriculum.

Conclusion &

Q&A . Hovgmmu pports the cybersecurity workforce.
Un;
* Open the floor for audienc!(tyongjld/iscussion.
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